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Social media scams 

From our colleagues at NHS Counter Fraud. Be mindful when using Social 

Media, scammers see it as a great way of “conning you” out of your cash.  

Messages saying "is this you in a video" seem to be doing the rounds at the moment. The 

scammers try to get you to click on a link, which is likely to be harmful 

and may deliver malicious malware into your system.  

Remember never click on links unless you have confirmed that it is 

genuine. 

If you think that you may have been a victim of this type of scam, then 

contact your Bank immediately and report it to Action Fraud at 

www.actionfraud.police.uk or calling 0300 123 2040.  

 

 

 

 

 

 

 


